
MagnifyGroup Privacy Policy 

 

Our extensive data protection policy underscores the commitment of the Company to top-tier security 

standards. MagnifyGroup ensures the safeguarding of all personal data, whether pertaining to potential, 

current, or former clients. The following Privacy Policy delineates how MagnifyGroup manages the 

collection, handling, and protection of confidential Client information. MagnifyGroup prioritizes security 

and adheres to industry best practices and cutting-edge information technology to safeguard the 

personal information of the Client, ensuring their right to privacy remains uncompromised and 

inaccessible to unauthorized individuals. 

 

Our Pledge to the Client 

Recognizing the significance of maintaining the confidentiality and privacy of the Client's Information, 

the Company pledges to uphold the privacy of their data. Concrete measures have been implemented to 

safeguard the confidentiality, security, and integrity of the Client's Information. 

 

Information Collection 

When the Client applies to open an account with MagnifyGroup, certain information is necessary for the 

process. This information may be obtained directly from the Client through our Account Opening 

Application Form or from third parties such as credit reference agencies, fraud prevention agencies, 

banks, and other financial institutions. It includes personal details like name, address, date of birth, 

contact details, payment details, and other pertinent financial information. Additionally, the Company 

may collect information regarding the Client's website usage, such as pages visited, frequency, duration 

of visits, and trading activities. Periodically, further information may be requested to enhance services 

or comply with regulations. 

 

Information Usage 

The Company will utilize, store, process, and handle the Client's Personal Information in accordance with 

the agreement and applicable data protection laws. The Client's Information will be treated as 

confidential and utilized solely for the provision, administration, and improvement of services to the 

Client, compliance with regulations, and other legitimate purposes outlined in the agreement. 

 

Communication 

For the administration of the agreement, the Company may contact the Client via various means such as 

telephone, fax, email, or post. With the Client's consent, the Company or its affiliates may contact the 

Client for marketing purposes or market research. 

 



Information Disclosure 

Under specific circumstances outlined in the agreement, the Company reserves the right to disclose the 

Client's Information. This includes situations mandated by law, investigation or prevention of illegal 

activities, execution of orders, compliance checks, and other legitimate purposes outlined in the 

agreement. 

 

Security Measures 

The Client's Information is stored securely, with access limited to authorized personnel. The Company 

has robust procedures in place to safeguard and utilize the Client's Information responsibly. While the 

Company employs reasonable efforts to protect the Client's Information, absolute security cannot be 

guaranteed due to the inherent risks of internet use. 

 

Information Updates 

The Client may update or request deletion of their Information by contacting the Company. Requests 

will be accommodated, subject to regulatory or legal requirements. 

 

Right of Access 

As per applicable data protection laws, the Client has the right to access and rectify any personal 

information held by the Company. Please contact the Company to initiate this process. 

 

Inquiries 

For any inquiries, access requests, or complaints regarding this policy or website security, please contact 

the Company. 

 

Policy Updates 

This Policy is subject to change without prior notice. The Company advises checking for updates 

periodically. 


